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Opportunities & Challenges of Digital Identity

1

1.7 billion more people

financially included

Up to 13 percent of 

Global GDP increase

With Digital Identity, 

Fragmentation &
Duplication

Ownership of 
Personal Identity 

Information

Trust & 
Accountability

Inclusiveness

Interoperability

Current Challenges



Time to Establish Trust and Accountability

Security & Privacy

User’s Accounts
& Personal Data

User

- Cybersecurity
- Blockchain & SSI
- Privacy Laws

Average number of online accounts per person
= over 90 

So far, online interactions have been 

“account-oriented” 

Trust & Accountability

How do you know
It’s the right person and 
the ID is trustworthy?
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ADIA Architecture

Main Objective : Providing Interoperability and Inclusiveness based on a Trust Framework

ADIA : Accountable Digital Identity Association
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Global Interoperability of ADIA Architecture

Healthcare Platforms

Government Platforms

Financial Platforms

Enterprise Platforms

Social Media Platforms Education Platforms



We Do Not Own
Personal Data

User’s Consent for
Data Disclosure

Personal ID Data Remain
with Issuers Only

ID Users & Issuers
Into the Value Chain

We Include All People
in Digital Identity

5 Core Principles of ADIA



The march of time

Lifecycle of Identity with DA and ADIA Architecture

Born in Korea Study in the 
U.S.

Work in 
Singapore

Hospital in Dubai

Birth Record @ A Clinic 

Medical Record
@ A Hospital 

Volunteer Work Record
@ A School

Academic Record 
@ B University 

Proof of Employment 
@ B Company 

Medical Record
@ B Hospital 

Proof of Employment
@ C Company 

Medical Check-up Record
@ C Clinic 

Bank Account @ C Bank

on A Network
(did:omn:f154d78415dgfbvd31f)

on B Network
(did:sov:xsdfjk319dk01k23ffsdj1)

on C Network
(did:ethr:dj9kcs1llxcj01jmsjm3)

Jimin

Jimin needs an urgent 
surgery in UAE

Data with Digital Address

Visit UAE 



ADI Association Roadmap

ADIA Specification

Data schemas & Transaction flows 
Privacy & Security standards 
Roles and permissions of actors
Audit mechanisms 
Auth. Requirements

May 2021

Proxy Service for non-smartphone users

Enhancing Inclusiveness

2022 -

Standardization of 
DID & DA Tech

2023 -ADIAssociation.org

The Accountable Digital Identity Association (ADI Association) is an open industry association 
created to drive the development of a standardized, interoperable framework for decentralized 
identity services to ensure the authenticity of, and to establish trust in, digital identities.



Thank you for listening!

ADIAssociation.org


