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Scope/Focus
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Oversight

Internal 
Resilience

Coordination
(National, 

Sector, 
Industry)

Today’s 
Talk

None of the comments 
made represent the 

views of my employer 
but is purely my own…



Introducing CPDR2

• Nothing new – Relates well to NIST/IOSCO – but simplified 
(maybe over simplified)

3

Coordination

Prevent Detect
Respond 

& 
Recover



Levels
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Dimensions
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Depth (Examples)
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An Approach
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Challenges (Other than overall coordination)

Prevent

• Practical ongoing 
status measurement

• Coordinated/shared 
testing

Detect

• Intel sharing/trust

• Real time

• Many parties

Respond and 
Recover

• Creative 
representative 
simulation

• Fraud/national 
inclusion
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