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A unified approach for cybersecurity intelligence sharing across major European 

infrastructures, given their criticality, is needed

CIISI-EU: Cyber Information & Intelligence Sharing Initiative

2

Cyberattacks continue to be a 

major threat to financial services. 

Attacks are sophisticated, well-

funded and coordinated
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Currently, MIs 

are at different 

levels of 

maturity in 

terms of usage 

of intelligence
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Currently, MI’s are fragmented using 

different services, technologies, 

products and intelligence data sources3

Currently, MI’s do 

not 

systematically 

share intelligence 

between 

themselves

4

Problem

Statement
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EU market infrastructures, central banks, settlement system operators, payment 

service providers, network providers, intelligence agencies, law enforcement …
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Topology
• Threat intel feeds

• Shared platform

• Third-party analyst

• Meetings / calls 

• Notification / alerts

• Strategic partners
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Look at ECB’s ECRB 

webpage for these docs 
and more information 
www.ecb.europa.eu/pay

m/groups/euro-cyber-
board/html/index.en.html
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https://www.ecb.europa.eu/paym/groups/euro-cyber-board/html/index.en.html

